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EX am reVi S | on U N |t 9 g“lgs:é algorithm is used to compress a sound file whose original file size was

Security

(i) Describe how a lossy algorithm would compress the sound file. [2]

Cyber security is essential in the protection against different types OEENEREANE: 300000 e S S R N e R e S S N R R A
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(a) Describe two methods of protection against the use of key loggers. [4]
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.....................................................................................................................................................................................................................
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(ii) Following compression, the sound file size is reduced to 54 KB.
Calculate the compression ratio. [2]
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............................................................................................................... (b) A virus checker aims to prevent malicious damage‘ |dent|fy three typlca| functions carried
out by this software. [3]

---------------------------------------------------------------------------------------------------------------

Function 1

(b) Describe two characteristics of a oomputer virus. [2] Function 2 R
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(d) Identify three typical functions of a firewall. [3]
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